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Abstract of the contribution: This contribution proposes new key solution for key issue 2 in SDCI.
Discussion

In solution 8, when the PFDF receives the packet flow descriptions from the 3rd application and associate them to an application identifier, the PFDF provisions/ updates the application detection filters to include the packet flow descriptions at the PCEF/TDF immediately. From our point of view, it is not necessary to provision the packet flow descriptions immediately unless the PCC/ADC rule with the same application filter has been install/activated. It is proposed to add a new procedure for pulling the packet flow descriptions from the PCEF/TDF.
* * * 1st Change * * * *

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Sponsored data related rule: It includes 1) the information identifying sponsored data packets, 2) service identifier, 3)charging key.

Sponsored data related information: It includes the 1) service identifier, 2) charging key.

SDC information: The information of sponsored data connectivity defined in clause 5.2.1 in TS 23.203.

Sponsored data service: Consuming some certain kind of traffic for free.
Application Service Provider: the business entity that provides the service. See TS 23.203.
Packet Flow Description: A template to enable detection of IP-flows to identify a service provided by an ASP. The template includes, for example, a 3-tuple including protocol, server side IP address and port number or the significant parts of the URL to be matched, e.g. host name.
Sponsor: The business entity taking all or part of the cost of the connectivity. The sponsor has a business relationship with the MNO. The Sponsor may restrict usage to certain users. See TS 23.203.

Sponsored Data Connectivity Information: It consists of a) the identification of the sponsor and b) the identification of the Application Service Provider (ASP) and its applications (Application Identifier(s) and optionally c) a usage threshold to limit the amount of data or time  the user connectivity is sponsored. See TS 23.203, clause 6.2.1 for the definition of sponsored data connectivity information.
example: text used to clarify abstract rules by applying them literally.
Packet Flow Descriptions Rule: Association between an application identifier and the packet flow description.
* * * 2nd Change * * * *

6.x
   Solution #X: Pull and push mode for PFD management for key issue 2

6.x.1
Solution Description

6.x.1.1
General Description and assumptions

This solution assumes that a specific range of application identifiers is assigned to the sponsor data connectivity feature. The PCC/ADC rule definition is same as what defined in TS 23.203. The PFD associated with these application identifiers can be updated by the 3rd part application with the authorization by the MNO. The PFD can be provided to the PCEF/TDF by pull or push mode. The association between the PFD and the application identifier is called PFD rule.  

6.x.1.2
New functional entity: PFDF and new reference points Gw/Gwn

In order to provision/update or remove PFDs, a new Gw reference point is used between the PCEF and the PFDF and a new Gwn reference point is used between the TDF and the PFDF as shown in Figure 6.x.1.2-1.
NOTE:
The PFDF may be standalone function or collocated with an existing functional entity such SCEF, PCRF OSS.

The PFDF is assumed to only extend the information associated with the service data flow detection/application detection related with a pre-defined PCC/ADC rule or dynamic PCC/ADC Rules with Application Identifier.
The PFDF authorizes the packet filter descriptions provided by the 3rd party application and creates the PFD rules. The PFDF may store PFD rules itself or store the PFD rules in a standalone database.
Gw/Gwn reference point:
-
Provisions, updates and removes the PFD rules by the PFDF.

-
Request the packet flow description rules by the PCEF/TDF.

Packet Flow Description Function (PFDF) provides the following functionality:
-
Authorize the PFD provided by the 3rd application based on the agreement, e.g. validation ensures that PFDs are within the IP range allowed for that ASP.
-
Allocates an application id from the specific range for the PFD and makes packet filter description rule.. The PFDF allocates an application identifier based on the Sponsored id, ASP id.

-
Provisions, updates and removes packet flow description rules to the PCEF/TDF. 
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Figure 6.x.2.1: PFDF and new reference points Gw and Gwn

NOTE:
The new reference point(s) terminates in a new functional entity or in an existing functional entity if PFDF is collocated with SCEF, OSS or PCRF.
6.x.1.3
Information flows to provision/update PFD rules
The prerequisite to provision or update PFDs is that the ASP-id and optionally the application identifier that the ASP provided is mapped into the Application Identifier that is included in the PCC/ADC Rule. The PCC/ADC Rule may be pre-configured in the PCEF/TDF or a dynamic PCC/ADC Rule including an Application Identifier. The PFDF provisions/updates PFD rules to PCEFs/TDFs as determined using local operator configuration. It is optional that the PFDF initial provisions the PFD rules immediately when the PFDF authorizes the PFD rules. 
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 Figure 6.x.1.3-1: Provisioning of PFD rule from the PFDF
1. Based on the request from the 3rd party application, the PFDF makes the authorization for packet flow descriptions. The results of the authorization include the packet flow descriptions provided by the 3rd party application, application identifier assigned for the packet flow descriptions, the QoS policy and charging policy. A PFD rule including application identifier and packet flow description are created.
Editor's Note:
It’s FFS for the detail information of QoS policy and charging policy.

2. If the PFDF determines to provision the new PFD rule to the PCEF/TDF, the PFDF sends a PFD rule Provisioning message to the PCEF. The message includes the PFD rule.
Editor's Note:
It’s FFS how the PFDF determines the PCEF/TDF to provision the PFD rules.
3. The PCEF stores the received PFD rule.
4. The PCEF sends an acknowledge message.

6.x.1.4
Information flows to request the PFD rule
When the PCRF is aware of the PFD rule is available for a specific application identifier, the PCRF can install or activate the PCC rules including the application identifier for the user. 
NOTE: It is out of the scope how the PCRF is aware of the PFD rule is available for a specific application identifier
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 Figure 6.x.1.4-1: Request of PFD rule from the TDF/PCEF
1. PCRF provisions the PCC/ADC rules to the PCEF/TDF for a specific IP-CAN session. The PCC/ADC rules includes the application identifier assigned for the sponsored data connectivity feature, QoS policy and charging policy

Editor's Note:
It’s FFS how to update the PCRF policy or configuration so that PCRF can make such kind of the PCC decision.

2. The PCEF installs the PCC rules.
3. The PCEF sends an acknowledge message to the PCRF 
4. If the PCEF determines that the PFD rules for the application identifier is not available, the PCEF sends the PFD rule request message to the PFDF. The application identifier is included in the message.
5. NOTE: The PCEF sends the request to a standalone database if the PFDF stores the PFD rule in it.
6. The PFDF sends an acknowledge message including the PFD rule.
7. The PCEF apply the PCC rules to detect the traffic for IP-CAN session. The PFD rule is used to match the traffic. The PFD rule is applied to all the installed/activated PCC rules with the application identifier for all the user.
6.x.1.5
Information flows to remove the PFD rule
The 3rd party application can remove the packet filter description. PFD will removes the PFD rule including the removed packet filter description from the PCEF/TDF.
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Figure 6.8.3: Removal of PFDs to the PCEF/TDF.

1.
The PFDF receives the indication to remove the packet filter description and makes corresponding authorization.
2.
The PFDF sends the message to remove the corresponding PFD rules from the PCEF/TDF.
3.
The PCEF/TDF removes the PFD rules. The PCEF/TDF may remove/deactivate all the PCC/ADC rules having the corresponding application identifier.

4.
The PCEF/TDF acknowledges the removal request.
6.x.2
Impacts on existing nodes and functionality

Editor's Note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW etc.).
PFDF and new reference point: 

A new functional entity, the PFDF, that validates, distributes and provisions/updates/removes PFD rule to the PCEF/TDF.
-
It shall be able to receive the request of adding/updating/deleting PFDs from the third party and configure it to PCEF/TDF.
PCEF/TDF

-
It shall be able to request the PDF rule if there’s no available PFD rule for an application identifier within the installed/activated PCC/ADC rule;

-
It shall be able to store the PCC/ADC rule provided by the PFDF

-
It shall be able to match the traffic of a specific IP-CAN session with the PFD rule which shares same application identifier as the installed/activated PCC/ADC rue. 

6.Y.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Change * * * *
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